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ISIKUANDMETE TOOTLEMISE NOUDED
VOLITATUD TOOTLEJALE

(hiliseima digitaalallkirja kuupéev)

Kéesolev lisa sdtestab nduded toovotjale, kes on lepingu tditmisel isikuandmete volitatud
tootlejaks.

1.

2.

2.1.

2.2.

2.3.

2.4.

Toovotjal ei ole lubatud lepingujirgseid kohustusi anda iile kolmandale isikule ega
kaasata oma lepingujirgsete kohustuste tditmiseks kolmandat isikut ilma tellija
sellekohase selgesdnalise kirjaliku ndusolekuta.

To6votja on kohustatud:
tagama lepingueelsete ldbirddkimiste ja lepingu tditmise kéigus iikskdik mis vormis
saadud teabe, sealhulgas isikuandmete, konfidentsiaalsuse ning ei edasta ega voimalda
sellele teabele juurdepédédsu kolmandale isikule ilma tellija sellekohase selgesdnalise
kirjaliku ndusolekuta;

mitte edastama punktis 2.1 nimetatud isikuandmeid viljapoole Euroopa Liidu
litkkmesriikide ja Euroopa Majandusiihendusse kuuluvate riikide territooriumit ilma
tellija sellekohase selgesdnalise kirjaliku ndusolekuta;

kasutama ja tootlema punktis 2.1 nimetatud isikuandmeid tiksnes lepingu tditmiseks ja
tellija dokumenteeritud juhiste alusel, vélja arvatud juhul, kui t66vatja on kohustatud
teavet tootlema toovotja suhtes kohalduva diguse alusel. Viimati nimetatud juhul
teavitab toovotja tellijat vastava kohustuse olemasolust enne teabe tootlemist, kui
selline teavitamine ei ole olulise avaliku huvi tttu toovotja suhtes kohalduva digusega
keelatud;

vdimaldama juurdepdisu punktis 2.1 nimetatud isikuandmetele ainult nendele
isikutele, kellel on selleks oma tooiilesannete tditmiseks vajadus ning tagama, et need
isikud on teadlikud ning jérgivad isikuandmete to6tlemisalaseid ndudeid ja digusakte,
nad on saanud asjakohase koolituse eelmainitud nduete kohta, on votnud endale
konfidentsiaalsuskohustuse v0i neile kehtib asjakohane seadusest tulenev



2.5.

2.6.

konfidentsiaalsuskohustus. Vastav konfidentsiaalsuskohustus jddb kehtima pérast
lepingu 16ppemist.

tditma koiki kehtivaid isikuandmete to6tlemisalaseid noudeid, andmete turvalisust
puudutavaid ning isikuandmete kaitse alaseid Euroopa Liidu ja Eesti Vabariigi
oOigusakte ja muid eeskirju;

rakendama jargmisi organisatsioonilisi, fiilisilisi ja infotehnilisi turvameetmeid punktis
2.1 nimetatud isikuandmete kaitseks juhusliku voi tahtliku volitamata muutmise;
juhusliku hdvimise ja tahtliku hdvitamise eest ning Oigustatud isikule andmete
kittesaadavuse takistamise eest, volitamata tootlemise s.h. avalikustamise eest:

2.6.1. véltima korvaliste isikute juurdepddsu isikuandmete tootlemiseks kasutatavatele

seadmetele;

2.6.2. dra hoidma isikuandmete omavolilist lugemist, kopeerimist, salvestamist, muutmist

ja kustutamist andmetootlussiisteemis, samuti andmekandjate omavolilist
teisaldamist;

2.6.3. dra hoidma isikuandmete omavolilist lugemist, kopeerimist, salvestamist, muutmist

ja kustutamist ning tagama, et tagantjérele oleks voimalik kindlaks teha, millal, kelle
poolt ja milliseid isikuandmeid loeti, kopeeriti, salvestati, muudeti voi kustutati voi
millal, kelle poolt ja millistele isikuandmetele andmetddtlussiisteemis juurdepdds
saadi;

2.6.4. tagama, et igal andmetdotlussiisteemi kasutajal oleks juurdepdds ainult temale

tootlemiseks lubatud isikuandmetele ja temale lubatud andmet6otluseks;

2.6.5. tagama andmete olemasolu isikuandmete edastamise kohta: millal, kellele ja

millised isikuandmed edastati, samuti selliste andmete muutusteta siilimise;

2.6.6. tagama, et isikuandmete edastamisel andmesidevahenditega ja andmekandjate

transportimisel ei toimuks isikuandmete omavolilist lugemist, kopeerimist,
salvestamist, muutmist vo1 kustutamist;

2.6.7. pidama arvestust isikuandmete tootlemisel kasutatavate tema kontrolli all olevate

2.7.

seadmete ja tarkvara iile, dokumenteerides jairgmised andmed:
1) seadme nimetus, tiilip ja asukoht ning seadme valmistaja nimi;
2) tarkvara nimetus, versioon, valmistaja nimi ja kontaktandmed;

teavitama tellijat toimunud voOi pdhjendatult kahtlustatava kidesoleva lepingulisa
punktis 2.1 sitestatud konfidentsiaalsuskohustuse rikkumisest; punktis 2.6 ja selle
alapunktides 2.6.1-2.6.6 sitestatud turvameetmete rikkumisest, mis pohjustab, on
pohjustanud voi voib pohjustada edastatavate, salvestatud voi muul viisil toddeldavate
isikuandmete juhusliku voi ebaseadusliku hédvitamise, kaotsimineku, muutmise voi
loata avalikustamise voi neile juurdepéésu, kirjalikult viivitamata aga mitte hiljem kui
kakskiimmend neli (24) tundi pérast sellest teada saamist.

Teates tuleb viahemalt:



a) kirjeldada (isikuandmetega seotud) rikkumise laadi, sealhulgas
puudutatud andmesubjektide liike ja arvu ning puudutatud kirjete liike
jaarvu;

b) teatada andmekaitse tootaja ja tema kontaktandmed vOi muu
kontaktpunkt, kust saab lisateavet;

c) soovitada meetmeid (isikuandmetega seotud) rikkumise vdimalike
negatiivsete mojude leevendamiseks;

d) kirjeldada (isikuandmetega seotud) rikkumise tdttu andmesubjektidele
tekkivaid tagajdrgi ja potentsiaalseid ohte;

e) kirjeldada t66votja/vdi kolmandast isikust alltodtleja poolt vélja
pakutud voi voetud meetmeid (isikuandmetega seotud) rikkumisega

tegelemiseks ja
f) esitada muud teavet, mis on mdistlikult ndutav, et tellija saaks tdita
kohaldatavaid andmekaitsealaseid oigusakte, sealhulgas

riigiasutustega seotud teavitamise ja avaldamise kohustusi, niiteks
teavet, mis on ndutav andmesubjekti tuvastamiseks;

2.8. tellija eelnevalt kirjalikul heakskiidul lopetama kdesoleva lepingulisa punktis 2.7
nimetatud rikkumise ning kohaldama meetmeid (isikuandmetega seotud) rikkumise
lahendamiseks, sealhulgas vajaduse korral rikkumise vdimaliku kahjuliku mdju
korvaldamiseks ja leevendamiseks;

2.9. kustutama lepingu 10ppemisel koik kéesoleva lepingulisa punktis 2.1 nimetatud
isikuandmed ja nimetatute koopiad 30 pédeva jooksul, v.a juhul, kui digusaktidest
tuleneb teisiti;

2.10. tegema tellijale kéttesaadavaks kogu teabe, mida tellija peab vajalikuks lepingus
sitestatud kohustuste tditmise toendamiseks;

2.11. voimaldama tellijal vai tellija poolt volitatud audiitoril teha auditeid ja kontrolle
ning panustama nendesse;

2.12. kohustuma vdimaluse piires asjakohaste tehniliste ja korralduslike meetmete abil
kéesoleva lepingulisa punktis 2.1 nimetatud isikuandmete osas tellijal téita tellija
kohustust vastata taotlustele andmesubjekti diguste teostamiseks ning teostada nende
Oiguste teostamisest tulenevaid toiminguid (andmete parandamine, sulgemine,
kustutamine).

3. Kaéesoleva lepingulisa punktis 1.1 sétestatud konfidentsiaalsuse ndue ei laiene
informatsiooni avaldamisele to6votja audiitorile ja advokaadile.



4. Kaéesoleva lepingulisa punktis 2.1 sdtestatud konfidentsiaalsuskohustuse ndue on
tahtajatu ning kehtib nii lepingu tditmise ajal kui ka pérast lepingu 10ppemist.

5. Tulenevalt konfidentsiaalse informatsiooni laadist on tellijal digus seada tdiendavaid
nduded ja/voi juhised isikuandmete tootlemiseks.

6. Koik kidesoleva lepingulisa punktis 2.1 nimetatud kohustused kehtestab toovatja
koikidele kolmandatele isikutele, keda ta kasutab oma lepingujdrgsete kohustuste
taitmisel. Kolmas isik on fiilisiline voi juriidiline isik v&i riigi- voi kohaliku
omavalitsuse asutus, kes ei ole ei tellija ega ka to66vatja.
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